
Cyber security: Do's & Don'ts (eng)

GOALS

This e-learning course has as primary objective to familiarise each employee with the potential traps of information security and to be
aware of potential abuses by cybercriminals.

SUMMARY

Category:

Compliance & audit

Difficultylevel:

Basic

Certification type:

E-learning

Price:

Member: € 95.00
Non member: € 115.00
Partner BZB: € 95.00
Incompany: custom tailored, prices on demand

Points/hours:

Bank: 1
Assurance: 1
Mortgage loan credits: 1
Consumener load credits: 1

Accreditations:

600.013 permanent education banking
700.010 permanent education insurance
500176 permanent education mortgage loans
500176 permanent education consumer loans

INTENDED AUDIENCE

This basic e-learning course is destinated to all employees who want to acquire a good basic understanding of cybersecurity, prevention of
cybercrime and best practices in order to prevent abuses.

This interactive training goes over 10 typical work situations: from the way colleagues use company information, computers and networks
to their use of social media or their teleworking habits.

FOREKNOWLEDGE



Basic level: No prior knowledge is required for this training.

CONTENT

Content

This interactive training goes over 10 typical work situations: from the way colleagues use company information, computers and networks
to their use of social media or their teleworking habits. With a mixture of practical tips and interactive exercises as well as a combination of
dynamic animations and live action video, the module trains you to easily spot traps, avoid abuses and fight cybercriminals.

How to handle company information;
Your computer and the network;
On the internet
On the social media
Your office
Passwords
External visitors
Working outside your office
Use of external devices

The training closes with an interactive test. A certificate is automatically delivered in case the test is passed successfully (minimum rate
12/20).

Practical information

Duration: 1 hour

METHODOLOGY

An ‘E-learning’ is 100% self-study. You log in individually on the MyFA learning platform and process, at your own pace, learning
content that is provided to you via an interactive presentation. You can follow this online training wherever, whenever and as often as you
want. The teaching material consists of a digital format with text, video, images, animations, test questions and/or references to relevant
documents and/or websites.

Form: E-learning
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